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Increase Visibility and Response to Email

Threats Using Cisco SecureX Orchestration

Dev + Sec + Ops

SUCCGSS @ June14]2:30 p.m.

DEVLIT-1929

Applying user zero trust policies based on
Security is a core tenet in everything we automated alerting
do In technology. Your business becomes
vulne.rable if it’s nqthsecure_d. Learn how ® Junci3|1030am.
to galn SUCCesS Wit SeCU”ty Programs DEVLIT_1355
through every part_Of your teChnO_logy Automating Cyber Hygiene Operations with
process (for organizations of all sizes and SecureX and Kenna Security
industries).

@ June 15| 1:00 p.m.
BRKDEV-2015

Leveraging Cisco Security APIs for Threat
Hunting Based on Automated Alerting and
Intel-Driven Detections

ISR @ June 14| 11:30am.
DEVLIT-1599

Enhancing network security with Chaos
Engineering: Test your Network security
. before someone else does!

o
O . .. If you are unable to attend a live session, you can watch it On Demand after the event. CISCO Aﬂ/& /



https://www.ciscolive.com/global/attend/sessions/session-catalog.html?search=DEVNET-2107#/
https://www.ciscolive.com/global/attend/sessions/session-catalog.html?search=DEVLIT-1929#/
https://www.ciscolive.com/global/attend/sessions/session-catalog.html?search=DEVLIT-1355#/
https://www.ciscolive.com/global/attend/sessions/session-catalog.html?search=BRKDEV-2015#/
https://www.ciscolive.com/global/attend/sessions/session-catalog.html?search=DEVLIT-1599#/



