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“If | had a dollar for every
packet I've sent to prove
my innocence, | would
have retired 10 years ago

-Multiple Network Engineers in this room

...probably ;)

I”
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@PaulHasstedt

- Colorado born and raised, now
living in Phoenix, AZ

- Masters in Music with an emphasis
in Vocal Performance/Conducting

- Previously professional opera singer
and middle school music teacher

->Joined Cisco 2016 -> Meraki 2018
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Cisco Webex App

Questions?

Use Cisco Webex App to chat

with the speaker after the session

How

. Find this session in the Cisco Live Mobile App
‘ Click “Join the Discussion”

. Install the Webex App or go directly to the Webex space

. Enter messages/questions in the Webex space

Webex spaces will be moderated
by the speaker until June 7, 2024.

cisco L{V&/

https://ciscolive.ciscoevents.com/
ciscolivebot/

8199

< Catalyst 9000 Series Switching Family =...

technelogies, and features in the Catalyst
9000 Switches.

Kenny Lei
Cisco Systems, Inc. | Technical Market

Categories

Technical Level
Intermediate (596)
Tracks

Networking (220)

Session Type
Breakout (453)
SHOW 2 MORE ¥

Webex

w Join the Discussion

Notes
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- A Hero’s challenge

- Device Health Champion
- Meraki Insight Master

- ThousandEyes Power

- Demo

cisco L{V&/
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The tsunami of data

O
@I IO """"" !
“| have copious amounts “It’s always been easy to “Identifying the device or
of spare time to do keep track of how service that is our issue’s
manual correlation of the distributed our users and root cause is very
data...” resources are...” straightforward...”

-Probably no one who has ever worked in IT...

cisco M . HCiscoLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 6



Number of hours spent on Deploying, Scaling and

Managing an IT infrastructure

is 10 hours a week!

Source: Forrester Report

cisco L‘V&. HCiscoLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 7




Meraki’s Mission

Simplifying powerful technology to free
passionate people to focus on their mission

cisco L‘V&./ HCiscolLive  BRKOPS-2013



Device Health
Champion

cisco L{V&/



“...to clarify, you’re
calling me from your
laptop that is connected
to the wifi, to tell me the
wifl is down...”

-Anyone who has worked in support...

Cisco M-/ #HCiscolLive BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 10



Traditional visibility

Tool Cost Overhead

All things cli/debug -

SNMP, Netflow, syslog $

Wifi spectrum analyzer ]
and monitoring software 999

cisco M -/ HCiscolLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 13



All the switching data

Switch# debug platform vlan [ error |event ] [ switch switch-
number ]

Switch# show vlan [ brief | group | id vlan-id | group-
name WORD user count | mtu | name vlian-name | remote-span |
summary |

Switch# show interface ethernet 1/1 | i CRC

Switch# show cable-diagnostics tdr interface gigabitEthernet 0/1

cisco L‘V&. HCiscoLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public



Manual correlation with the data

For instance, CRC errors... -

No Patch Panel

cisco L‘V& - HCiscolLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 18



Manual correlation with the data

For instance, CRC errors...

-

Don’tfmatch

Yes

cisco L‘V& ./ HCiscolLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 19



Targeted switching data

B Alerts geta X A, Port VLAN mismatch 1
MS390-Layer3 (Bottom) Mar 08 08:47

# Suggested fix

DEVICE HEALTH (9

© CRCerrors detected 1
Very high CRC error detected on MS120-8FP /1

# Suggested fix

Switch clients
Total connected switch clients
A\ STPtopology changes 1 7

High rate of STP topology changes detected on MS$125-
24P (3

Events and errors

CONNECTIVITY 3 STP events
@ O switches

£\ Unreachable device(s) 4

oop detection
Cellular gateway

© 0 switches
MR45-1
MS355-24X Active ports with errors
© O ports

View all

cisco L‘V&~/ HCiscolLive  BRKOPS-2013
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Suggested fixes

cisco L{V&/

< Suggested fix X

CRC errors detected
Very high CRC error detected on MS120-8FP / 1

Results of cable test

@ The cable is healthy

Tested element & Result
Link 100hdx
Length 39m
Status ()
Pair 1 (]
Pair 2 ()

Cancel Run test again Next suggestions

#Ciscolive

< Suggested fix X
CRC errors detected

Very high CRC error detected on MS120-8FP / 1

There are a few suggested fixes for CRC errors.

Suggested fix: Fix speed/duplex mismatch

Device/port

MS120-8FPon 1

MS125-24Pon 3

BRKOPS-2013

Thereis a speedfduplgx mismatch between MS120-8FP / 1
and MS125-24P /3

Link negotiation

100 Megabit half duplex
(forced)

100 Megabit full duplex
(forced)

Cancel Fix link negotiation

© 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public
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Suggested fixes

| a « Announcements ~ 2 Help ~ g
8 Alerts X

T o Suggested fix: Match VLAN configuration

] Port VLAN mismatch
VLAN mismatch error between MS425 [ 31 and standalone 2 /

" 1/MA-MOD-4X106/4

. The recommendation is to match the VLAN settings from
A\ Port VLAN mismatch 1 standalone 2 / 18#x2F;MA-MOD-4X10G&#x2F;4.
VLAN mismatch error between MS425 /31 and

standalone 2 / 1/MA-MOD-4X10G/4 Change log

uggested fix 1MA-

CONNECTIVITY (Ey

5 © Unreachable device 1

31

4X10G/4

a
Port

Standalone 3 - Device Ms425 standalone 2
0
Give your feedback on these alerts Type Trunk Trunk
A — . *
0 04:00 06:00 08:00 More » Native VLAN 1 1

Add client v Download As v

et

Allowed VLANs 1-1000

1-999

Suggested

‘e type, 0S IPv4 address F )

' 192168129,

' 192168128155 r Cancel
.

: 192168128.77

r 102 1AR12R 147

e/
cisco &~ HCiscolLive  BRKOPS-2013

Port VLAN mismatch
VLAN mismatch error between MS425 / 31 and standalone 2 /
1/MA-MOD-4X10G/4

Result

° The changes are saved, and there is no longer a
mismatch.

1MA-
MOD-
31 4X10G/4

Port .

Device MsS425 standalone 2
Type Trunk Trunk
Native VLAN 1 1
Allowed VLANs 1-999 1-999
X

© 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public
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All the wireless data

(AP-01) >debug capwap client {ble | detail | efficient-
upgrade | error | events | flexconnect | info | keepalive
| payload | pmtu | gos | reassembly | security}

(Wifi Controller) >debug client 00:00:00:00:00:00
(Wifi Controller) >debug aaa all enable

(Wifi Controller) >show debug

cisco M./ HCiscoLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 25



802.11 Association Status Codes

Code | 802.11 defmition Explanation
@ | Succesti
1 Unspecified failure Far examgle : when there s no ssid spacifed in an assaciaticn
request
10 [ Gannat support all requested capabil Example Teat: Reject when privacy bit i set for WLAN ot
Capakitty Information fiekd requiring securiy
11 | Reassociation denied due to inasiliy 1o confirm that | NOT SUPPORTED
12| Asscciation denied due ta reasan cutside the scope | Example : Whan cantrcller receives assoz from an unknawn o
af this standard disabled S5O0
13 | Respanding station does nat support the specified | Far examle, MFF is disablad bt was requested by the chert
suthentication alparithm
14 |Received an frama with e i numer
transaction sequence rumber
out of expected sequence.
Authentication rejected becatse of challenge falee
15
16 | Authenication rejected due to fimea wating for
next frame in sequence
17 | Asscciation denied because AP is unable ta handle | Will hagpen if you run out of AlDs on the AR 5o try assacistng 2
aciditional associated stations large numbsr of staticns,
18| Asscciation denied due to reguesting statan not Will hagpen if the rates in the asac request are et in ihe
supparting al of the data rates in the BasicRateSat in the beacen.
BSSBasicRateSet porameter
18 [ Asscciation denied due to requesting statian nat HOT SUPPORTED
supparting the sheet preamble
apiicn
30| Aasociation denied Gue to requesting staban not HGT SUPPORTED
supparting ihe FBCC madulation
aption
21| Assecution denied e b requesting staban ot HOT SUFPOATED
supparting the Channel Agiity
apticn
22| Association request rejecied becase Spectrum HOT SUFPORTED
Management capabity i requied
23| Association request repecied bacause the informaion | NOT SUPPORTED
inthe Pewer Capabiliy
element is naccepiable
34| hasociation request rejected bacause the informerion | NOT SUPPORTED
inthe Supperted Charnels
ekement is unaccepiable
26 | Basocition denied Gue to requesting staban not HOT SUPPOATED
supparting ihe Shori Skt Time
apticn
26 | Assocition denied e bo requesting statan ot HOT SUPPOATED
supparting the DSSS-OFOM optien

cisco 2

27-31 | Reserved
32| Unspecifiod, QoS-retxied faiure

31| Assocabon denied because QAP has nsuffcient
bandadth to handle anciher
asta

34| Assccabion demied due 2 excessive frame loss rates
andicr poor canditions on currant
aperating channel

36 | Assccabon fwith QESS) denied becawse the
requestng STA does not support the
QoS faciity

36 | Reservedn 80211

37| The request has been declined

38 | The request has not baen successhul as one or mose
parameters have invalid wakies

33| The TS has not been creatod because tha request
cannct be honered. hawever, a suggested
TSPEC is provided 5o that the iniating QSTA may
sttempt to set another TS
with the sugpestad changes 1o the TSPEC

40| Il indormaion slemars, Lo, an infarmaion
lement defined in this standard for
which the content does not mast tha specifcations in

Clnme 7
4T invatd group cipher
42 imvaid parwise ciphar
0 il A

24| Unsupported RSN information slemend verson

45 Inwakd RSN nformatin eloment capatileies.

46 | Cipher suite repcied because of securdy pakcy

47 | The TS has rot been created: howaver, the HC may.
be capatie of creating a TS, in
respanse o a request, afler the bme indicated n the
S Delay sloment

43| Diract nk is not alowed in the BSS by policy

43| Destination STA is not present withn this QBSS

50 | The Destination STA s nota QSTA

51 | Assccabon demied because the Lutenirterval i too

large

{oxce)
Unspecifed, QoS-reisted faiure.
Not defined in IEEE. definad in COXwd

Reason code comprehension

NOT SUPPORTED

NOT SUPPORTED

NOT SUPPORTED

| NOT SUPRORTED

e WM = racquared by the WLAN and the client i et capabe
of #, the associaton wil pet rejectad

| This s wsed m our code | Thare i ne blackbax test for thes status |

code
This s not used in assoc response; ko

NOT SUPPORTED

NOT SUPPORTED

| Sart whan Airanet IE is not present for a CXIP WLAN

Used when received uressppored Muticast 802111 OUI Code

W you pust amything bl version value of 1, you will see this code

1 WPARSN I is maiformed, such a3 incomoct length e1c, you wil
ot this code

NOT SUPPORTED

NOT SUPPORTED

NOT SUPPORTED

| NOT SUPPORTED

NOT SUPPORTED.

| NOT SUPPORTED

| Unspecified QoS Faturs. This wil happen i the Assoc request

contains more than cne TSPEC for the same AC

#Ciscolive

BRKOPS-2013

201 P's palicy 5 TSPEC comes to a WLAN which has [ower
(e} e s P VHLAN oty seténge. For example a Voice
on this SSID). & Siver WLAN,

supgesiod by the AP for this reason code.
Mot defined in IEEE. defined in CCXwe

307 Associstion Denied aus 12 AR having inzafsient
(0xCA) | bancwidth 1o handle 2 new TS. This cause code wil
be usatul whia roaming only:
Mot defined in IEEE. definedin COXvd

03| Irwraid Parameters. The requeast has nat been
{oxca)

This hagpens in cases such as PHY rate mmatch. i the TSRS IE

ore TSPEC
request have il vakies. A TSPEC SHALL be
present in the response ax 5 suggestan.

Not dafined in IEEE. definedin CCXvd

. for exampie,
Gthes examples include sending a TSPEC with bad pororneters,
ausch a2 serlng 2 dte rate of 85K for s narrowband TSPEC.

802.11 Deauth Reason Codes

abug. this cade wi

Reasen x, reasonCade y*

Cote | @211 detettin Eplanagen
0 negecned rewen o
B Previos s ston i enger wla NOT SLPPORTED
3 i = g or R o) BSE o £55 ot SuepORTED
N Crrsmacssd aus 1 ey 0 ot s sy caes whar s
O i
0 Gz 2 harms racehed ram nonshevCand SR
NOT SUPPORTED
7 Gz 3 o racened ram nonsszocirien san ot SUEPORTED
g Crsassociec Dacase sencing Stton & wang (o Tas e8] B35 o
g NOT SUPPORTED
o NoT SURPORTED
nsceeganie
W[ Resered OT SUPPORTED

)

which the contert does nck meet ha specfcaiions i Cause 7

16| Mn imagriy code NG fabe WGT SLPPORTED
5| &y Harchbaie tmecet NOT SUPPORTED
16| Groun Koy Handshate tensout NOT SUPPORTED
W ot SuPPORTED
pt—
Respanat/2eacon frame
1|t grup cpner NOT SLPPORTED
18| ivat lrwse ceer ot suppoRTED
a NGT SPPORTED
22| imala RSN intormaron stement capanifes NoT SuPPORTED
28| Cprersus rejocsed pecwuze of the securty poey NOT SUPPORTED
731 | Reserssa NG SUPPORTED
32| Cuamechesd for reseced QoS-ruated rean NOT SLPPORTED
] NOT SPPORTED
e
£l e
o NOT SUPRORTED
] T ot SUPPORTED
o e

33| Aoquesiaa iom poer GSTA due 1 trmecit o1 SuPPORTED
49| Poor GTA dous o suppe e regueseed cpher it NOT SLPPORTED
6| ssmess3sResmre ot SURPORTED
snas.

CECTT=]

L p——
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Manual correlation with th_e data

For instance, wireless onboarding... ‘

1
START

L2 Poicy —
Opan SSIDWebAUth
4 .
2
4 AUTHCHECK
o=
{ }
of AmFaire |
i
\‘> -------------- 4‘/
Wep Required Y
f MOBILITY_INCOMPLETE
1 !
i s : -
No dot1x reg/ne 12 encry WEP RECD .
I Y
DHCPIARP -+~ —ee 7 i (5 D
) DHCP_REQD »
JP—— ! ...... ~ - 4N DHCP Falure
A s ] 0
! : ¥ —_—s
Auth Falure | a i RN | e s
! i WEBAUTH_REQD | b ’
/ ! i o
—_— { MOBILITY_COMPLETE
4
ot e |
3 1
: P e
i 2 i‘ - { ]
i e [ FastPath me%
i i
CEp— }
>,

Understanding Debug on WLAN on Cisco.com
cisco L{V&/

HCiscolLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 28


https://www.cisco.com/c/en/us/support/docs/wireless/aironet-1200-series/100260-wlc-debug-client.html

Wireless experience dashboard

Admin -~
Access points
Overview List Health Map Connectionlog Timeline
Wireless overview © tsst2hous ©  AlssiDs

Connection health

Failed clients

Excellent ‘ 2/80

Performance health

Latency

Excellent ‘ 3ms

Expected < 60 ms

Server health

RADIUS success

Excellent ‘ 5% ~ux

Client overview

0.41 s o0

Expected <5 s

Packet loss

5,‘ A%

Expected 3% - 5%

DHCP success

5% ~1x

Demo Networks Q Search Dashboard 2 0 &
v New
Time to connect Roaming

0.55 s w015

Expected <35

Signal quality (SNR)

49 dB

Expected > 27 dB

o
-

DNS success

5% 1%

cisco W/

#Ciscolive

- Built-in intelligence

- Easy to grasp views

BRKOPS-2013

© 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public
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Connection health

Access points

Overview List Health Map Connectionlog Timeline

Wireless overview © Lastsay ANSSIDS Now

Connection health

- . Simplified 2-click workflow

Good 5/230 - 0.65 5 o« 0.6 5~
- Smart threshold - No manual,
Failed clients by SSID Successful clients and failed clients

. too high or too low syndrome

W Assoc W
Clients fail to connect to the wireless network
| | (I Enable smart thresholds

Clients using SBC WiFi ~ with | Medium ~ failure of A ion AL i DHCP DNS  for more than
30 minutes = x
Impact Impact
19 5 Clients using SBC Public WiFi = with Medium ~ failure of [Bd Association [ Authentication [ DHCP B DNS for more than
F140 w95 with with mora than 10% faied clients /230 Ciiarts with 100% failures
30 minutes ~ x
ap Failed Cents % talled Client Falled Connections
Add alert
SF012-5-AP20 178 13% jianns-MacBook-Pro a2
© Show additional recipients
SFO12-5-AP25 176 17% ASchmidi-10248 18
SFO12-5-AP23 1/8 13% DAIT 6
SFO12-5-AP22 18 20% 80:25:7:00:0b:a4 1
SFO12-4-AP21 118 20% Maras-iPhone 1

cIsco '&/

HCiscoLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 30



Server health

Server health © ~
~ RADIUS success DHCP success DNS success
80% o5 70% ~osx% 99% - 0s%
Good E 70% © Expected > 70% @ Expected > 70% ©
RADIUS success/failure by client attempts
W Success W Failure B Session timeout 33%
100% [ ] 16%
[ ] 7%
50% u o
| | 5%
m a%
0% W invaiid attribu
Blizzard Meraki Corp  Meraki Guest Cafeteria
SSID
Impact
2/8 RADIUS server IPs with most failures 21/67 Clients with most failures
RADIUS server IP SSID VLANID Failures Client Fallures
4514.255.12 Merakicorp 11 14 /38 Jessica's laptop 34/34
45.14.25512 Meraki guest 18 66 /240 iPhone 13 Max_2231 16/18
45.14.255.12 Blizzard 4 63 /142 10:dd:b1:9e:43:06 55/56
12ec:44:26a::234a Meraki corp 23 54 Mitchell's iPad Pro
12ec:44:26a:234a Cafeteria 5 43/86 3442_Windows laptops 30/ 36
W& /
. #CiscolLive

BRKOPS-2013

- Network servers - RADIUS,

DHCP, DNS

- Top failures brough to your

attention

© 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public
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Automated root cause analysis

Impact, evidence, and data-driven recommendations to solve problems

did not respond.

CHANNEL BAND

48 5GHz

SNR O VLAN ID

®21a8 5

RADIUS SERVER

10.10.80.34

[ RADIUS server not responding ]

VLAN 5, causing client devices to fail authentication.

- Natural-language

1 1 1 [ t Evid
descriptions of client i Vidence o
1 O O / RADIUS Response Rate of 31% for VLAN 5 shows the
H 1 2134 i i icati
connection behavior o S, ki RADWIS s T
ients

89% means the server was responding to clients on
other VLANSs.

RADIUS RESPONSE RATE ON VLAN 5
100%
———— | <315
o %

07:18 09:18

AVERAGE RADIUS RESPONSE RATE &
00% | —

-89 %

07:18 09:18

MERAKI REASON (CODE 100) ©

RADIUS timeout

The configured RADIUS server 10.10.80.34 was not responding to valid RADIUS authentication requests on

Recommendations

Check that VLAN 5 is tagged on ASURAMS-
SECURE SSID.

Check that the upstream switch port is configured to
pass traffic with VLAN 5.

Check if the RADIUS server 10.10.80.34 is blocked
in the firewall rules for ASURAMS-SECURE SSID or
any ACLs of an upstream device.

Check the RADIUS server 10.10.80.34 is configured
with the correct IP on ASURAMS-SECURE SSID.
Review steps to configure RADIUS in the
documentation.

Try pinging the RADIUS server 10.10.80.34 from AP
RH3 RM100 30H to verify connectivity.

Verify the RADIUS server 10.10.80.34 functionality
using the RADIUS test tool.

Follow troubleshooting steps in the RADIUS issue
resolution guide.

® Roamed from AP RH3 Lobby 2x2 then had a failed connection to SSID ASURAMS-SECURE on AP RH3 RM100 30H during authentication because the auth server

cIsco '&./ .

HCiscolLive  BRKOPS-2013
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Sticky client analysis

Impact, evidence, and data-driven recommendations to solve problems

« Clear recommendations
to remediate detected
problems

cisco L{V&/

/ Poor performance connection to SSID WGTC-Public for 4 hours on AP DOUWAP-LibraryMR53 due CHANNEL BAND SNR &

to suboptimal AP selection.

Sticky Client ©

= Manually disconnect the client and check if it connects to an AP with a stronger signal.

Evidence

\_

-
D%

WGTCWES-
DSMKG34

1245

DOUWAP-LibraryMR53

DOUWAPCONF-MR53

~

J

\

11 2.4cH: ®1248

Recommendations

Try to force the client to re-select a more optimal AP by having the client disassociate
and reassociate.

Note: Client devices choose which AP to connect to. Meraki APs cannot force a client to
choose a particular AP. Read more...

This may temporarily disrupt the client's connection.

Disconnect client

Was this helpful? O Q

#Ciscolive

BRKOPS-2013

© 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 33



Contextual roaming analytics
Impact, evidence, and data-driven recommendations to solve problems

Roaming based on RSSI
Sun Dec 4 Thu Dec 8 0912 Sun Dec N

Lo 1

18:00 19:00 20:00 22:00 23:00 00:00 01:00

SFO12-5-AP16

- Tiering of roaming events - )
good, suboptimal, bad .

[ S P —_
g2

—o—0

O ——0
O @

O ®

© BadRoam Wed Dec 7 20:30
SF AP SFO12-5-AP20 - SF012-5-AP24
. . . . Band 5 GHz
- Visualization of unique events g T
SF Roaming protocol
Roam Time 2280 ms

- sticky or ping-pong clients == ! |

# @  origin AP to New AP Roam time (ms) RSSI(dBm) SNR(dB) Band (GHz) Starttime Duration on old AP
1 © SFO12-5-AP32 - SFO12-5-AP27 9 1,250 -51 49 5 Wed Dec 7 16:09 2d 18h 27m 50s

2 © SFO12-5-AP23 - SFO12-5-AP27 © 1,170 -51 49 5 Wed Dec 7 16:55 28s

3 § SFO12-5-AP20 - SFO12-5-AP27 » 910 -51 49 S Wed Dec 7 18:41 27s

4 © SFO12-5-AP27 = SFO12-5-AP24 © 490 -51 48 S Wed Dec 7 19:51 Th9m 53s

W / - @ SFO12-5-AP24 - SFO12-5-AP27 @ 450 =51 49 5 Wed Dec 7 20:10 18m 33s
cisco &- HCiscolLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 34



Contextual roaming analytics

Impact, evidence, and data-driven recommendations to solve problems

Selected 1 hour

camime  ~ | | _ ) = 5 =
Sl 111 S BT S 11100 N Bad roaming experience
USLNDR-2-AP18 &) 5440 & 6 o*o 6 6 6 oééééb o-d bo¢

i
L 118

a Suboptimal roam | Bad roay

Selected 1 hour

008°°

200

] Good roaming experience

o009
000

USLNDR-2-AP20

80—_( Q ————C)
—

o—0—0

cisco L‘V& . HCiscolLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 35



Meraki Insight
Master

cisco L{V&/




“| play a game to see
how long the line behind
me will queue up if | play
the Cisco on hold music
and tell everyone: ‘Shhh,
I’'m on with TAC...””

...Me 10 years ago

cisco M- #CiscolLive  BRKOPS -2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 37



Meraki Insight Highlights across all
building blocks models

MX security and SD-WAN appliances Up to x4 WAN ports

3G /4G /LTE USB as
single-WAN or failover

Models with embedded LTE
modem

High availability mode and
automatic WAN failover

-l l lllll
- ] [ ....I e with PoE/PoE+ options

- Virtual appliances for
hybrid cloud

Additional Ethernet ports




Insight analytics

Reduce troubleshooting time from hours to minutes

S e—

5

Web App Health

Passive monitoring of critical
applications across your LAN, WAN,

and application server—wherever it is.

cisco L{{/&/

WAN Health VolP Health Internet Outages
Actively monitor ALL of your Track VolP quality by provider and At-a-glance view of global internet
organization’s diverse uplinks, uplink with detailed hop-by-hop health over the last 24 hours
including cellular, and home-user analysis actively. powered by Thousand Eyes.

uplinks, in one view.

HCiscolLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 39
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TLS-encrypted syslog

T CP 443

LAN

<p
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'
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B

© ~ ©

— &

SERVER

Web
User App
‘ HTTP/S Request
HTTP/S Response

cwcol&h@/

#Ciscolive

BRKOPS-2013
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0

Web app health

- Differentiate performance
analytics and troubleshooting

between LAN, WAN, and
public servers

Smart-thresholds for
automatic alerting barriers

L0 unique for each location

cisco W‘/

Web App Health

Software updates @

v (X)
LP SA CRM
Box @

v v
YouTube

v v

#Ciscolive

for all apps and networks

BRKOPS-2013

08:59to 10:59 @

G land
[
Canad
Uris=Ad
Kinf"fm
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Franc
NEL LA L Spai
. United States N
MC Portugal
Morocco
Alge
Western
Mexis Sahara
c Puerto R
Maurit: Mali
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ie Burkina
Nicaragua
Sl Guinea -+ Faso
uyan Ghana
Colombia h Surinamy
Ecuador | &
Brazil
Pert
Bolivia
Paraguay
chil
Uruguay
Argentina
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Web app health

WERB APP HEALTH > LONDON

Software updates @ 2049102249~ &

CLIENT SERVER DOMAIN UPLINK VLAN
All clients * | Allservers * | Alldomains ~  Alluplinks ~ | Alvians -
Network | Application ~ WAN  LAN  Clients  Servers  Domains  Uplinks
v
2 22:00 22:30 Selected time
EVENTS ( @ 4 cvents
—o I 0-O —$—0-0 0-0—0 o ® getans
100 — — - - -
Performance score 8 \/ \ \/ W
50
0
LOMEPS  Total network usage @ Received
B sent
10 kbps
100 bps
— -
105 Latency @ \ — I - o B Leeney
100 ms |\ \ / \ /
\
| [
10ms —_ _
0ms

21:00

cIsco '&/

21:30

22:00

#Ciscolive

BRKOPS-2013

22:30
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View new version

Thu, May 2 21:37

350 kbps

480 kbps
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Web app health

WERB APP HEALTH > LONDON

View new version

Software updates @ 204000 Lh
4 events
ElLLty SERAE Time Client Event type Details
All clients - All servers
) May 2 21:37:49 VPN tunnel vpn_type: site-to-site, peer_contact:
| Network | Application ~ waN  LAN 4 o connectivity change  64.100.12.2:48287, connectivity: true
210 May 2 21:37:47 VPN tunnel vpn_type: site-to-site, peer_contact: Selected time Thu, May 2 21:37
cvenTs 4 - connectivity change  64.100.12.2:48287, connectivity: true .
—o o— o ® i

May 2 21:37:33

VPN tunnel
connectivity change

vpn_type: site-to-site, peer_contact:
64.100.12.2:48287, connectivity: false

100
Performance score & \/ w B Ferformance score 20
VPN tunnel vpn_type: site-to-site, peer_contact: B Ferformance threshold 80
May 2 21:37:31
= v connectivity change  64.100.12.2:48287, connectivity: false
0
10MBPs  Total network usage @ Received 350 kbps
B sent 480 kbps
10 kbps
100 bps
105 Latency @ Iﬂ Fﬁ_,/ii\ |r\__/L /\ //" / . Latency 22
100 ms \\ /\ / ﬁ‘/ I\ /\ | J/\»
10ms — _ \ﬂ M
o 21:00 21:30 A 22:00 22:30
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Web app health

WEB APP HEALTH »

Software updates ?

LONDON

20014910 22:49 ~

View new version

RVER DOMAIN UPLINK VLAN
All servers All domains All uplinks v All vian: b
LAN Clients Servers Domains Uplinks
A\l
21:00 30 22:00 22:3 Selected time Thu, May 2 21:21
EVENTS ® 4 avents
—0 o -4 0—0—0-0 00—0 O geus
e e .
Available doodput (LAN-limited) © \ p— S— _/ \/ B Avsilable goodput 5.0 Mbps
\
~ B Goodput threshold 6.3 kbps
1.0 Mbps T~
100.00%
LAN loss & LAN loss 47.38%
| Je
Measured packet loss on the LAN
14 for this application’s flows.
0.01%
100Ms | ) AN jatendy © B Latency 4.0ms
10ms \ /\
10ms Vi~ . J T — y \ .
Total netwprk usage &
100 kbps
1.0 kbps \
21:00 2130 22:00 22:30
Iy
(~ . HCiscoLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public
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WAN Health

WAN health tsstzhous -~ @ View old version

1 otfiine -] 3 Paor porformance o 0 High usage ] 25 online (]

a ][ 2 Staws @v] (e ] (ueinks -] Resetall 49 Resuits
Network Type ilabili Average Loss Average latency Speed test Beta Metwork tags % Capacity @
. 411068, +1.20 Mops, PERFES
San Francisco want N o 127 o 0.00%  98ms i
) L 4435MB, L 4B.33Kbps, +000%,
San Francisco WAN 2 - £ 173.48 MB 1 189.03 Kbps 30.32% 620 ms £ 0.02%
L 450.11MB, 4 494.36 Kbps, +019%,
Sydney WA _ T 67.82 MB + 74.48 Kbps 0.03% a8 ms T003% -
- At-a —glance for org -wide
4 43,80 MB, 4 4B.11 Kbps, 4 0.02%, H H HH
A
i vz B e iz oo ne tosax cellular and UpllnkS avallablllty
4 6.22M8, 4 6.83Kbps,
1 Reta _
Sydney wans [ D0U0eME  iorokome 0.00% oms etai
435748 MB, 4 384.30 Kbps, Branch +004%,
London w1 [ + 482,54 Kbps. oo 9gms ThousandEyes ~ T0.05%
L 21321MB, 4 23516 Kbps, +002%,
1
London woz [ Yo + 103,83 Kbps S17E% - 620ms +0.01%
) 4 11.52 M8, 4 12.71 Kbps, 4001 %,
Telewarker John Smith want [ T 130018 1299 Kops 0.01% 10ms P
4 2.66 GB, 4 2.88 Mbps, Datacentes
Datacenter-NA war [ e a0 o 0.08%  27ms = -
4
Datacenter-NA wanz [ : 342 :g‘ : i'i? ﬁ:;: 0.04%  27ms -

Rows per page
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WAN Health

Top contributors to usage

Visit client details page

Clients  Applications

©7712654-d361-4; PHASSTED-M-VY88 P14

41168

15.1%
Meraki Network OS5~ Other

Metrics and connection
WAN1

WAN 1 connectivity

B38am as3am 010 1028am 1043 am o0 am 11216 133am

th, 11:28 am
Usage

o WANI - 284.5 MB
Usage 42717 MB T12.8M8

B WAN1 Average: 33.6 M8

Loss W WANT Average: 0.06%

HCiscolLive  BRKOPS-2013

Choase your metrics &

« Quickly isolate ISP issues and
cellular failover
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WAN Health

- Detailed speed test results
included history of previous
tests

10 30
300weps -
N 3 9 9 - Fon
Mbps 100wegs -
A 100+ omps -
a2 A 1288 aT A
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VO | P H e a |th VoIP Health cos7ris7. ©

GOOD

*456

Webex -

Status  Network name

[ ] Z - AnyConnect lon2

° Tra C k O rg - Wid e pe rfo rm a n Ce L] Teleworker - Dennis Adams

O n SaaS a nd On - prem VOI P [ ] Teleworker - David Hardek
Se rViceS O n a | I u pl i n kS [ ] Teleworker - Andy Schmidt

[ ] Z - Meraki Branch-1A - PoC
[ ] Z - Meraki Branch-1B - PoC
[ Z - AnyConnect sfo2

[ ] Z - Meraki VRF Branch POC

[ ] Z - Meraki VRF Branch POC

L] Teleworker - Mayur Gowravaram
[ ] Teleworker - Priyanka Tyagi
[ ] Teleworker - Michael Leung
. /
(A4 #Ciscolive

BRKOPS-2013

Interface

WAN 1

WAN 1

WAN 1

WAN 1

WAN 1

WAN 1

WAN 2

WAN 2

WAN 1

WAN 1

WAN 2

WAN 1

WAN 1

WAN 1

MODERATE

°6

VolIP VolP server
provider address

Webex cisco.webex.com
Webex cisco.webex.com
Webex cisco.webex.com
Webex cisco.webex.com
Webex cisco.webex.com
Webex cisco.webex.com
Webex cisco.webex.com
Webex cisco.webex.com
Webex cisco.webex.com
Webex cisco.webex.com
Webex cisco.webex.com
Webex cisco.webex.com
Webex cisco.webex.com
Webex cisco.webex.com

© 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public

VolP
health

MOS

43

a4

4.4

4.4

4.4

3.4

43

43

4.4

4.4

4.4

4.4

4.4

4.4

BA

Loss

0.06%

0.00%

0.00%

0.00%

0.00%

28.65%

0.08%

011%

0.01%

0.34%

0.00%

0.49%

0.00%

010%

196

Latency

110 ms

47 ms

28 ms

62 ms

39 ms

35ms

29 ms

99 ms

45 ms

54 ms

45 ms

21ms

52 ms

58 ms

Jitter

210 ps

640 ps

480 ps

2.7 ms

560 ps

410 s

12 ms

12ms

98 s

370 ps

110 ps

31 ms

610 ps

2.8ms

BEM ®™

Off

Off

Off

Off

Off

Off

off

Off

Off

Off

Off

off

Off

Off
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VolP Health

VolIP path details

Qrigin network

Z - San Francisco AV

* Z - San Francisco AV - WAN 1- Webex (wezamsm sz

I/’F r/(( )\ (\ :\\
(@’90 ) \i); © {:Bz s &%e

MX uplink WAN 1
VolP provider Webex Security Appliance 1sP Internet VolP
VolP server address cisco.webex.com Show hop-by-hop analysis Refresh
Target VolP server diagnostics
- — T o
4.4 0.00 46.46 .- 019
- Quickly identify VolP mos Loss
- - W mos M Loss
degradation via hop-by-hop : g
. 4%
analysis :
3%
2
.
e 1%
1 0%
Apr 19 Apr 20 Apr 21 Apr 22 Apr 23 Apr 24 Apr 25 Apr 19 Apr 20 Apr 21 Apr 22 Apr 23 Apr 24 Apr 25
Latency Jitter
M Latency W Jitter
250ms 250ms
150ms 150ms.
100ms 100ms
o0 oo oo of o8 o8 Of o oo oo oE b oo oo
W /
cisco (A4 #Ciscolive  BRKOPS-2013
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* Z - San Francisco AV - WAN 1- Webex (wezamsm sz

VolP Health

Qrigin network

Traceroute hop-by-hop details

MX uplink
Hop number IP address Domain Latency  Jitter
VolP provider
VolP server addr | ! L] 10.92185.254  Private IP 44  000% S80us  62ps RO
2 . 172161013 Private IP 44 0.00% 4.4ms 43ms
3 L] 172.310.2 Private IP 44 000%  270ps  S0ps
Target VoIP ser
4 [ ] 50.216.158.97 35 10.00% 1.2ms 16 ms
MOS
: 5 L] 50.2176105  te-0-0-0-19-3870-sur0d.sffolsom.ca.sfba.comcastnet 4.4  000%  12ms  340ps
o/
6 L] 68.85.86.81 hu-0-6-0-0-sur03.sffolsom.ca.sfba.comcast.net 44  000% B70ps  B2ps
7 L] 68.85.57.221 ae-109-rar01.santaclara.ca.sfba.comcast.net 44 0.00% 6.0 ms 31 ms
° Qu ICkly Identlfy VOI P MOS ] ®  96110.41125  be-39941-csO4.sunnyvale.ca.ibone.comcast.net 10 4000% 23ms  120ps

9 L) 96110.40.222  be-2413-pe13.9greatoaks.ca.ibone.comcast.net 4.4 0.00% 2.9ms 10 ps M Loss

degradation via hop-by-hop : . R —— a4 0ox azme  20pm
.
a n a |yS I S 4 n L] 170.72.147197  sjc03-wxbb-crt02-be10.webex.com 4.4 0.00% 3.2ms 280 us

3 12 L] 64.68.11811 lax10-wxbb-crt02-be106.webex.com 4.4 0.00% 47 ms 140 ps
f 13 L] 646811768 dfwlD-wxbb-crt02-be104.webex.com 44 000%  S51ms 78 ms
, 4 ] 6468117169  dfw02-wxbb-pe0i-bel15.webex.com 44  000% 47ms 300 s
Aper 18 Apr 25
15 [} 20718218313 10 8000% 47ms  S8ps
16 Unknown — — —
Latenc
7 L] 173.243.0154  dfw02-nebulam.webex.com 44 000%  47ms  4Bus
M Jitter
18 [ ] 173.243.0154  dfw02-nebulam.webex.com 4.4 0.00% 46 ms 00s
250ms
Al resuits pe <1
200ms
150ms 150ms
100ms 100ms.
soms s0ms
oms oms
Ap1e Aprao Apr 21 Aprz2 Aprad Aprza Apras apc1e mprao npr 21 Aprz2 Apra3 Aprza Apes

cIsco '&./
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Internet Outages

Internet Outages Overview ThousandEyes&
powered by Internet

Outage Events } ;

Refreshed a minute ago ~1 n n L n_~ = T - o7 N ; ﬂ

Last 24 hours ~

Outages Locations

32 28 .

Microsoft Corporation =
39 minutes ago, affecting 2 locations

Amazon.com, Inc.
39 minutes ago, affecting 1 location

The Corporation for Financing & P... % ° GIObal VieW Of |SP OUtageS
T e © powered by ThousandEyes

Zayo Bandwidth
1 hour ago, affecting 1 location

Q@ o - Evaluate performance of other
ISPs in your regional branches

Microsoft Corporation
2 hours ago, affecting 1 location

Emirates Internet G

2 hours ago, affecting 1 location

1-70f32 >
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ThousandEyes
Power
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Active observability across every domain

BRANCHES &
REMOTE USERS CONNECTIVITY WORKLOADS

O O @)

‘ - N

MPLS Saas
I
=0 O BROADBAND @
CLETTTIRRANY m —— T ——
oMo] = FIBER
) Cloud
On-Prem Security Security
CELLULAR
laaS
\_ / \ Y,
° ADVANCED ANALYTICS @ o

ThousandEyes
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Thousandkyes Agent

Zero additional hardware needed

IR
@ _|| ||: y

L

Always on visibility to Instantly activate Integration includes 1 free
monitor critical SaaS ThousandEyes across test per SD-WAN+ license
applications your entire MX fleet in (up to 50)

minutes
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Agent Activation

Seamless user experience

ThousandEyes

Links or creates a ne!
acconut through iF|

sends back account

- ‘ ‘

calls API to sends back
create agent agent ID

= D | y
»| = > > ©
User selects which - — — <
networks to activate \- — — |
t .
o @ Meraki MX

MX Config
Updates

Meraki Cloud

HCiscoLive  BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 57



ThousandEkyes Test Template Creation

ThousandEyes

I m l m

calls APl to sends calls API test object

back agent to create b
create agent D test details

F__ ] IR

o *, ‘ (:= (:=

User selects which - — - —

e networks to activate — —
agents AND which tests k k
Dashboard

|
|
|
| 1
|
|

~
o &7t

A
A

MX Config | Meraki MX
Updates

-« __ - _ - _____

W / Meraki Cloud
Cisco &. #CiscolLive BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public 63



Deployment characteristics

Edge MX without SDWAN

(Lo

Custom Public App

o &8 | Internet

MX with TE Agent

R R

Anything else on
the Internet
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Deployment characteristics

SDWAN + Full Tunnel

(e

—

Custom Public App

D
—
=

e |

Branch MX
with TE Agent SaaS
o &8
Hub MX at
HQ
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Deployment characteristics

SDWAN + Split Tunnel

-

N—

o &8 s

nunne! =
oVP Hub MX at HQ

Custom App

o & B3 Internet

Branch MX =
with TE Agent g
(=
Custom Public App
SaaS

*Most Common Deployment*
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Passive + Active monitoring

Web App Health ;006 and networks

~ | 0859101059~ @

Office365 - HTTP Server Jan 30, 12:10 UTC
January 30, 2024 0310 - January 30, 2024 0710 MST  Craalod 2 months ago

Software updates @
1/8 AFFECTED NETWORKS

=

SERVER .
Office365 - HTTP Server  microsoft365.com443  Agents: All =

LAN WAN
© ® © T
HTTP Server wiet Metrics: Loss ~
SMART-THRESHOLDS
« Agant to Sarver Network
BGP Routing
LPSACRM @ & EDIT
118 AFFECTED NETWORKS W Loss cveray [EII Agents  w Average Loss
LAN wan SERVER
SMART-THRESHOLDS
1w a5

. A
. = =

Open Views 1.0 Submit Feedback

Tue, Jan 30 11:30 - 11:36 UTC (2 months ago) < > 51 24h 7¢ 14

1200 1230 1200 1920 14100

__L

ol e
O 50540 by 3-5cbeta newk men not

.00 18 1

Bo'® PathVisualizaton  Map  Table  Dependent Appiications P Address. 104.44,208.205
NO AFFECTED NETWORKS —_— Prefix 104,400,013
™ wan seaven . Network lcrosoh Carporation (AS 8075) & hops
@ @ @ St ol agents =P Address - Locations. San Jose, Calfomio, US —_
- - - (Reported by Agents)
Group ‘Agents by Agent Intarfaces by IP Address Destinations by No Grouping i
DSCP Best Effort (DSCP 0)
Highlight Al - Search Network, Country, IP Address, Prefix or Tite [ siches Forwarding Loss > 10%
SMART-THRESHOLDS (D
Forwarding Loss  77% (10 of 13 packets) i
Select 2 nodes ~ Info (1) = Clear Selection Avg. Response ms .Dml-l

YouTube ? & EDIT

NO AFFECTED NETWORKS

LAN WAN

SMART-THRESHOLDS

SERVER

©)

01306

Main Locatisn

mS1IAT 1821681201 o

10821881

. e

‘Show arly agents using this node.

o () mirosonaes com 11310781560

BAMINENT

15264

cisco #Ciscolive

.&/

BRKOPS-2013 © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public

68



Linking accounts between two dashboards

NNNNNNNN B

Nook-HQ-SF . Add ThousandEyes to Meraki Insight

[l L] housandEyes agent testing. Learn more about ThousandEyes
. Simple onboarding user § e
eX p e rl e n C e - @ ~utnorize Thousandeyes | Authorize ThousandEyes

s y & SD-W. :
( Y @> Authorize ThousandEyes access to Meraki
= switch Thousan dEyes will have access to
eeeeeeeeee * Nal d I

- Supports existing or new e
ThousandEyes customers . -..

- Built in workflow to create =
a new account if needed
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Activate application tests

Monitor Critical Applications for SD-WAN ' geta

@ Connect ThousandEyes Select uppllcatlon

ThousandEyes authorized :
SRS Choose an application to monitor with enhanced application monitoring.

o Select application

Cisco WebE
isco WebEx ‘ a Office 365 Suite Q Office 365 Sharepoint
m Cisco WebEx Q Zoom

mx Box @ Salesforce

a\_/VVS Amazon Web Services -+ Add a custom application

Cancel m

cisco L‘V& . HCiscolLive  BRKOPS-2013 ©® 2024 Cisco and/or its affiliates. Al rights reserved.
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Activate agents: Select via tags

Add TrhbtrxsandEyes to Meraki Insight

@ Select application
© seictretvoris

lllllll

cisco Lz{@/

Learn more about ThousandEyes

Select networks

Cancel

N etwork tags

a M Office hicago anch

8 ~ Office  Chicago anch
Office London Branch
Office London Branc

M Office London Branc

8 ~ Office Caiffornia  San Francs
N Office Cal San Francisc:
N Office  Cail San Francisc
Office  Cai San Franci

#CiscoLive

. Compatible networks will

auto-populate (MX model
and firmware dependence)

. Select networks

BRKOPS-2013

individually or en masse
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Meraki bi-directional data integration

Organization
Meraki ~

Organization-wide

Insight

Network
HQ-Boston

Network-wide

Assurance

Cellular Gateway

Security & SD-WAN

Switching

Wireless

Systems Manager

Assurance overview

Your end user experience score is Fair

Some end clie ‘e unable 1o access their applications and

have moderate interruption from the network

50

Current client connections

cisco L{V&/

=

=
3

95
75 80
74
/100
° “ 3% last day 100 0
16:51 19:51
Clients
Q © Poor 3,000
© Wireless
2issue @ 970 impacted clients
=T|e—0—18 ty | 8—0—7
SFO12-5-AP21 SFO12-WIiF132
#CiscolLive

BRKOPS-2013

—= End user experience score == Lastday =+

Applications &

Data (for the past 2 hours)
© Office365

65 potentially impacted clients

© cisco.sharepoint.com
Client unimpacted, 105 others potentially impacted

© myremoteapplication.com

Client uni ted, 0 others p ially i d
© Webex - cisco
© AWS

@ app.slack.com

© Salesforce - meraki

© meraki.atlassian.net

© thousandeyes.atlassian.net

© thousandeyes.enterprise.slack.com

See all applications (7

Last day average

oo
13%

Applications

© 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public
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housandEyes enriched wi

Endpoint wireless health
powered by Meraki MR

INTERNET

: MS Teams
AGENT LOCAL NETWORK VPN PROXY
SF-iPhone-15-ProMax CAMPUS-SFO-3.14- 10.20.0.1 12342111
- e
Agent Local Network VPN Proxy Internet Appli

Local Network
Gateway Access Point v by ik @
BSSID C 9:1 02 AP Name Bad or no signal and very slow  R20
Channel Connected Clients | Wireless performance
Gateway Latency : Signal-to-Noise-Ratio 0 Bad
Gateway Loss 40
Gateway Score
1P Address
Link Speed
Phy Mode

Router
Retransmission Rate
SSiD

Throughput

Wi-Fi Signal Quality

Cisco

APPLICATION

O Good

#Ciscolive

eraki data

Path visualization with
Meraki MX health data

Test: MS 365 - Web - External ¥ & ' apiteams.com

Agents: BOS-Meraki-MX-3523 <

HrT
@ enterprise Agent
" Boston, MA 1 Alert | Meraki MX
4 agent Details
& Puvicie 255.125.32.1
Network NTT America, Inc. (AS 2014)
Location Boston, Massachusetts
Interface Details
1Pv4 Address 266.125.32.1
o Prefx 256.125.32.112
—  Measurements from this Agent
e Loss 25%
Le 41ms
bire  Jitter 7ms
TCP Mass 1440 bytes
Hig  Min. Path MTU 1500 bytes
Aerts SFO - MS Teams
e P g tcp-sack-mode
Path Trace Mode Classic
Meraki MX Data
vices 3
Device Health Score T80
Fitmware MT 16.7

Show On Timeline
Show Only This Agent

Go To Meraki (2
Boston, MA .

Enriched CEA data with Meraki data

D

how Legend

Servers: All ~  Reset

bns By Domain v

Forwarding Loss > 20% (1 Node) ¥

We

© 2024 Cisco and/or its affiliates. All rights reserved. Cisco Public

76



- Visit the Cisco Showcase
DEMO 5 or Al Hub

- Book your one-on-one
Meet the Engineer meeting

CO ntinue - Attend the interactive education

with DevNet, Capture the Flag,
and Walk-in Labs

your education

- Visit the On-Demand Library
for more sessions at
www.CiscolLive.com/on-demand

Contact me at: phassted@cisco.com
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http://www.ciscolive.com/on-demand

“Wrap 1t up, Hasstedt!”

Everyone in this room
...probably ;)
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Conquer the tsunami of data

Device Health: Meraki Insight: Differentiate =~ Meraki + ThousandEyes:

Targeted and correlated issues between Always-on, active

data, with recommended LAN/WAN/Server and monitoring for critical

fixes has never been reduce troubleshooting SaaS infrastructure that

easier to navigate time with passive deploys effortlessly on
monitoring your existing MXs
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Complete Your Session Evaluations

,é/ Complete a minimum of 4 session surveys and the Overall Event Survey to be
- entered in a drawing to win 1 of 5 full conference passes to Cisco Live 2025.

P, Earn 100 points per survey completed and compete on the Cisco Live
——  Challenge leaderboard.

% Level up and earn exclusive prizes!

:@/\73 Complete your surveys in the Cisco Live mobile app.
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afraen _ _
c1Sco The bridge to possible

Thank you
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