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Cisco Webex App

Questions?

Use Cisco Webex App to chat
with the speaker after the session

How

ﬂ Find this session in the Cisco Live Mobile App
o Click “Join the Discussion”
e Install the Webex App or go directly to the Webex space

Q Enter messages/questions in the Webex space

Webex spaces will be moderated by the speaker until June 13, 2025.
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Richard Jang

Expertise

Generative Al, Enterprise IT

Personal Life

Taiwanese American, Silicon Valley Native, San Jose State University

Hobbies

Playing drum set and seeing the world!

e
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What is Al?




ﬁ/

“Al is software that mimics human intelligence
and performs tasks to solve problems.”

ChatGPT, 2025

© 2025 Cisco and/or its affiliates. All rights reserved. . BRKXAR-2028 6  CclIsco



Artificial Intelligence is Everywhere

’» Copilot
1y perplexity
Claude
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Computer Vision Voice Assistants Al Agents
Deep Learning Natural Language Processing Generative Al

o
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Let Learn About
Generative Al and Al Agents




The Breakdown of Artificial Intelligence

Artificial Intelligence

A discipline that encompasses all aspects of
simulating human intelligence in machines.
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The Breakdown of Artificial Intelligence

Artificial Intelligence

Machine Learning

Generative Al

Al that produces content.




How Does Generative Al Training Work?

""I!.“.

Training Text

Large Language
Models

New Text

© 2025 Cisco and/or its affiliates. All rights reserved.
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Generative Al Applications

Apps extend LLMs and Diffusion Models with UX and real-world features.

Claude » Copilot g ) Leonardo. Al
@ chater perplexity DAL | -E
* . , s .
Gemini () Jasper [ AdoberFirefly | stability.ai
-
Built on Large Language Models Built on Diffusion Models
Text and Code Generation Image and Video Generation

]
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The Potential of Generative
Al Applications




Generative Al: Text Capabilities in Planning

Prompt: I'm visiting San Diego for the first time in June for a week, give me a detailed itinerary.

Day 1 [Sunday, [Arrive in San Diego. Check into hotel Visit La Jolla Cove: see sea lions, tide Dinner at George’s at the Cove (rooftop
June 01 [(recommendations: La Jolla Shores pools, and walk the Coast Walk Trail. ocean view). Sunset at Ellen Browning
Hotel, Pendry San Diego, or Hotel Explore La Jolla Village's shops, cafes, Scripps Park. Optional gelato stop at Bobboi
Indigo Gaslamp). Stroll around and art galleries. Natural Gelato.
neighborhood.
Day 2 |[Monday, |Coffee at Communal Coffee (North Explore 1-2 museums (Museum of Us, Dinner in Little Italy (Barbusa or Civico
June 02 [Park). Head to Balboa Park. Visit the San Diego Art Institute, Fleet Science 1845). Rooftop drinks at Kettner Exchange
Botanical Building & Lily Pond. Center). Lunch at The Prado. or Born and Raised.
Day 3 [Tuesday, |Breakfast at The Cottage (La Jolla) or |Relax at Pacific Beach. Optional surf Sunset dinner at Jake’s Del Mar or Pacific
June 03 [The Mission (PB). Drive to Torrey Pines [lesson or rent bikes on boardwalk. Lunch |Coast Grill. Optional beach bonfire at
State Reserve. Hike Guy Fleming Trail orlat World Famous. Mission Beach fire pits.
Razor Point Trail.
Day 4 (Wednesd [Take ferry or drive to Coronado Island. |Relax at Coronado Beach. Explore Orange |Dinner at Peohe’s overlooking downtown.
ay, June [Walk or rent bikes to Hotel del Avenue shops. Optional paddleboarding |Ferry back to catch skyline view at night.
04 Coronado. Breakfast/brunch at Crown |on Glorietta Bay. Stop at Harbor Island for night photos.
Room Brunch or Tartine.

© 2025 Cisco and/or its affiliates. All rights reserved.
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Generative Al: Code Capabilities for Games

Prompt: Build me a working version of Flappy Bird that | can play right here.

Untitled v
o create for me a working flappy bird game that | can play

I'll create a working Flappy Bird game for you! This will be a complete, playable v

¥

Reply to Claude...

+ 2% @ Research Claude Opus 4 ®

]
© 2025 Cisco and/or its affiliates. All rights reserved. BRKXAR-2028 Artwork created by DALL-E 3 15 cisco



Generative Al: Website Generation

Prompt: Build a futuristic looking website titled AgenticOps at Cisco Live that | can show on stage.

® </> vb-Latest C  Copy Vv X

AgenticOps Features  Dashboard  Benefits = Contact

. ° : ® e°
AgenticOps at Cisco Live
Experience the fUtL.JI'e of autono;nous r.1etwork operations at Cisco Live

]
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Generative Al: Image Capabilities

Prompt: Generate an image representing San Diego California

ol I il I [N
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Generative Al: Image Capabilities

Prompt: Have a dragon fly over!

LAY
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Generative Al: Image Capabilities

Prompt: Add more dragons and make them breath fire

L aeim Ean
pop S rgssyeesy
5

lllllllll
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The Possibilities are Endless

o 1 0 50 B

ol I il I LN
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Training a Large Language
Model (LLM)




Step 1: Data Collection

What Happens?

 LLMs are trained on massive amounts of
text.

Analogy:
« Giving a child access to a library of books,
the more they read, the more they learn.

Fun Fact: GPT-4 was trained on terabytes of text, equivalent to hundreds of millions of books.

]
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Step 2: Tokenization and Vectorization

Raw Text

How It Works: [ "My name 1s Richard" }
« Text is split into tokens (words, sub words,

or characters). Tokenized Text
- Tokens are split into vectors (num values) { ["My", “name", "“1s”, “Richard”] }

so the model can process it.

_ Vectorized Tokens \
Analogy:
 Teaching a child to break down "My" -> [0.12, -0.43, 0.33, 0.85, -0.17]
sentences into words & letters. "name"-> [0.52, 0.10, -0.21, 0.44, -0.09]

"is" -> [0.09, -0.15, 0.47, 0.13, 0.56]
"Richard” -> [0.67, -0.25, -0.33, 0.78, 0.45]

]
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Step 3: Parameters Learning

« Vectors flow through neural
networks; parameters learn
token relationships.

A child learns how words fit
together to form sentences.

© 2025 Cisco and/or its affiliates. All rights reserved.

Vectorized Text

"My" -> [0.12, -0.43, 0.33, 0.85, -0.17]
"name"-> [0.52, 0.10, -0.21, 0.44, -0.09]

is" -> [0.09, -0.15, 0.47, 0.13, 0.56]
"Richard” -> [0.67, -0.25, -0.33, 0.78, 0.45]

Neural Network

/ Parameters store relationships between tokens to predict next worch

Richard

teacher

]
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Step 4: Fine-Tuning the Model

Scenario: Neural Network Prediction

What happens? g
« Parameters are adjusted to

minimize prediction errors.

NS J

 Improves through methods such

as human-in-the-loop (HITL).
Analogy: Parameters Adjusted for Accuracy
» A child practices speaking by s * ™~

receiving feedback & adjusting.

Your name is Richard

]
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What’s a model trained on a
bit of everything?




A Foundational LLM Model

 Pre-trained on massive, diverse datasets
(text, code, etc.)

« Capable of handling a wide range of
questions across domains

» Flexible and general-purpose, making it a
great starting point for many Al tasks

sl bl
© 2025 Cisco and/or its affiliates. All rights reserved. BRKXAR-2028 Artwork created by DALL-E 3 27 cisco



Capabilities of Foundational LLM-Powered Models

LLM Experience Capabilities

Prompt Text Basic
Input LLM Output Understanding Generation Reasoning

Multi-Turn Context
Conversation Management




However, LLM models do
have limitations...

© 2025 Cisco and/or its affiliates. All rights reserved. . BRKXAR-2028 29  CIsco



Can’t access private or real-time data
Result: Hallucinations or outdated answers

lllllllll
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Introducing How RAG Improves the LLM Experience

LLM + RAG Experience Capabilities

Expanded ]
Data Source knowledge Access external Retrieve real-
. and private time
without _ _
data information

retraining

RAG

Ground N
InDUt 4[ LLM J— OUtpUt responses in M|n.|m|z.e
hallucinations
trusted content

]
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Retrieval Augmented Generation Example

- i “No idea but let me
Without RAG: answer anyways!’
. g Response:
Richard asks: ® :
[ “What is my hair color?” Gen Al Model Your_ hair CO|OI‘”IS
obviously red!

With RAG:
[ Richard DB ]

RAG Response:

Richard asks: x - _ _
[“What is my hair color?” Gen Al Model YOL.” hair color ',,S
obviously black!




LLMs Helps You Know — But Not Do
Relies on humans to take actions

lllllllll
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Al Workflows further improve LLM capabilities

Al Workflow Experience Capabilities

Through human coordinated flow—

Task 1 Task 2 Task 3 Coordinate Chain LLMs and
multi-step tasks services
Input LLM 1 LLM 2 LLM 3 output
Trigger external AUTOTTELS
99 routine

SRiEE workflows
Tool 1 Tool 2

Al Workflows Enable LLMs to perform tasks using tools such as: Zapier, Make.com,
LangChain, Llamalndex, Flowise, etc. but require humans to manually put the flow together.

]
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Al Workflow Example

/ Scheduled to run daily at 9 AM \
4 I

LLM: Draft
> Instagram
Post
4 N I
Google Sheet _ - /
ith Links to LLM'.
Manual Entry— wit N > Summarize — Router LLM  —
SWS Articles
Articles
\_ 2N J
LLM: Draft
LinkedIn Post

. /

Built using orchestration tools and frameworks like: Zapier, Make.com, LangChain, Llamalndex, Flowise, and CrewAl

]
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Still Not Autonomous
X Tasks are assembled manually

lllllllll
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The Rise of Al Agents
Introduces an Era of Autonomy 2\

CISCO Live !



The Era of Al Agents is Just Beginning

Collaborative Al
Agents
(Future)

Rise of Al Agents
Al Workflows (2024-2025)

RAG l
l Generative Al Boom

(2022-2023)

Large Language
Models

Birth of (2019-2022)
Transformers

(2017)

Machine Learning
and Deep Learning
(2010s)

]
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Al Agents Bring Real Autonomy to LLMs

No pre-defined workflows. Al Agents reason and act on their own.

Al Agent Experience Capabilities

Through autonomous Al flow—

( Reason & plan Chooses
| Tool A ] P Agents & Tools
Al Agent 2

Tool B ]

Recover Autonomously

Task 4{ Al Agent 1
\ Tool C ]—> Output Adapt & Execute
Al Agent 3

Tool D ]

]
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From One Al Assistant, to a Network of Al Agents

Al Assistants now delegate tasks to specialized Agents that can plan, act, and use tools.

LLM Assistant

-

-

Al Assistant

GPT, Gemini, Claude

\

Al Agents

\ 4

Web Search

Al Tools

\ 4

Browser

%

© 2025 Cisco

and/or its affiliates. All rights reserved.

\ 4

Image Generation

A 4

Search API

\ 4

DALL-E

A 4

Interact with Spread Sheets

A 4

SDXL

A\ 4

Excel API

BRKXAR-2028

A 4

Google Sheets

40
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Without Standardization,
Managing Al Agents is Chaotic A\




Different

Q" protocols . o
Al Agent \ Tool
]

— =

)
Al Al Agent 65)

Assistant Diverse Tool
inputs
vee

No shared
memory | Al Agent

TP
No shared oo

memory

\

No Shared State or
Memory

Agents can’t reuse each other’s context or

-

~

Inconsistent Agent
Communication

outputs, making coordination difficult.

\_

© 2025 Cisco and/or its affiliates. All rights reserved.

.

Agents use different protocols, formats,

and styles — no common language.

%

Access Control
Confusion

Different agents manage permissions
separately, creating security risks and
silent failures.

BRKXAR-2028

Al Agents Sound Simple — Until You Try to Scale Them

Redundant Tool
Integrations

Each agent builds its own tool connections,
causing waste, inconsistency, and fragility.

- %

Zero Observability

There’s no unified way to track agent
actions, tool usage, or failure points.

42
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MCP & A2A: Foundational Protocols for Scaling Al Agents

4 I
MCP = Model Context Protocol
A standardized format for sharing memory, task
state, and data across agents and tools.
- /
A2A = Agent-to-Agent Protocol
A communication standard for how agents
discover, delegate, and coordinate with each other.

© 2025 Cisco and/or its affiliates. All rights reserved.

,—[ Client Agent ]—‘

JAVAN A2A
Remote Agent 1 Remote Agent 2

MCP M(|3P

I

MCP Server
Shared Memory + Tools

| |
MCP MCP

v v

[ Toolbox 1 ] [ Toolbox 2 ]
]



Al Agent Flow in Action Example

User’s Starting Point Available Al Agents Available Tools
“Generate the QBR deck for my top 3 s ~ / \ - ~
customers this quarter and schedule a CRM Agent

\ 4
A 4

prep meeting.” CRM Tool

Pulls customer data from Salesforce

- p f ) , :

. Support Agent
Client Agent 5 e + ticket _ q Ticketing Tool
ri ] mmari
_ . ueries support ticket summaries MCP Server
Planning and Reasoning \_ J \§ J
. CRM Agent - Identify top 3 customers Stores task context and
Support Agent - Gather supporting data e ™\ connects agents to tools ( )
SlideGen Agent - Generate QBR slides A
. Calendar Agent - Schedule prep meeting ~ SlideGen Agent > PowerPoint Tool
k / Creates a slide deck from structured input
y \_ J - J
, ( ) 4 )

Calendar Agent

A 4

> Outlook Tool

Agents Directory . . .
Finds time slots and schedules meetings
Context of what agents Y ) K /

exist and their
capability

© 2025 Cisco and/or its affiliates. All rights reserved. BRKXAR-2028 44
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You’ve Mastered
the the Basics!

© 2025 Cisco and/or its affiliates. All rights reserved.
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IT has massively evolved

Al

Agentic Al

Mobility

Internet

© 2025 Cisco and/or its affiliates. All rights reserved. BRKXAR-2028 47 CIsco



/ Massive growth in

170,000

network alerts per hour today

3X

growth with Al

Source: Fortune 50 company

e
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Profound skill shortage

64%

of organizations face IT sKil

e: Gartner

© 2025 Cisco and/or its affiliates. All rights reserved. CIsco



Traditional ops Is outpaced, |
and only Al can keep up.

~ .
®
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Purpose-Built Decision Model
with Continuous Learning

AgenticOps :

Agent' First Cross Domain
Operations Operations
l
[
Autonomy

with oversight




Deep Network Model -

\
Outperforms general models by ~20%
The most advanced 4
networking LLM 0.90
0.70
0.60
0.50
Purpos 0.40
Up to 20% more precise reasoning for 0.30
troubleshooting, configuration, and automation. 8-?8
0.00
Tru: N
Fine-tuned on 40+ years of Cisco expertise and X
expert-vetted for accuracy.
Cont
Evolves with live telemetry and real-world \_ General model benchmark B Cisco-trained model J

Cisco TAC and CX insights.

Accuracy on CCIE-style MCQs (590-question benchmark, May 2025)
*3.2-90B-Vision-instruct

]
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AgenticOps Products Across Cisco

+

. & §
*
. Ay Bhone cners e -
ot Andys Bmone  camcmm mpacred clorte ot
2 RS e \
I -~ O o
Connections e - - —— e et Comemen c l s c o
o [rava—— — p— e

i

= Al Assistant

© M @

Al Canvas Al Assistant

Cross-domain collaborative troubleshooting Accelerate IT operations

]
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Cisco Al Assistant




Individual Al Assistants Are Integrated Across Cisco

%)—\ Security Firewall, Secure Access, Hypershield, Duo, Identity Intelligence, Splunk Enterprise Security, ISE

% Networking Meraki, Catalyst Center, Catalyst SD-WAN, ThousandEyes, Intersight, Mobility Services

@ Observability | Splunk Observability (Cloud, ITSI, AppDynamics)

@ Data Splunk Platform

o -
Jo.&C Collaboration | Webex Control Hub

)

@ Service Ops | Customer Experience

]
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Al Assistants use skills to enable intra-product experience

Skills [ [

Documentation Summarization Troubleshooting

Definition: Capabilities of an Al Assistant
for the local product it’s integrated with.

o | . Optimization Configuration
: “Give me policies”

\ ‘ .

FirewaII\AI Assistant Firewall Product

- /

© 2025 Cisco and/or its affiliates. All rights reserved. BRKXAR-2028 56 CIsco



Skills Across Products Examples

SPL generation
SPL querying

User activity timeline
Device info & compliance

Connection & h Q
Security logs

Policy inquiry
Policy creation

@

OU e

Data summarization Authentication logs

w N

1. Client troubleshooting
2. Device troubleshooting
3. App troubleshooting

TAC case management
Field notices
Vulnerability & PSIRTs

Network events

Internet outages ‘ g

£ N =

User to app

troubleshooting
= )
]
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Let's Learn About Al Assistant Capabilities Across Cisco

()
e

Security Networking Collaboration Splunk



Al Assistants for
for Security




Cisco Security’s Suite of Al Assistants

Firewall Secure Access Duo

el

9
Block any outbound Ensure users only Lock affected user out of
exfiltration to the IP address resources they need securely critical applications
identified from the C&C

Hypershield Identity Service Engine Security Cloud Control

Y 00 0 0@ | RuT™ B E

Autonomous segmentation Enforces identity-based access Manage all security products
and exploit protection policies, ensuring secure network in a single place
access and compliance

© 2025 Cisco and/or its affiliates. All rights reserved. BRKXAR-2028 60 CIsco



Al Assistant for
Firewall Management Center N\

CISCO Live I



Cisco Firewall Al Assistant Skills [ GA ]

Policy Insights

Documentation Summarization B \
Search Cisco's product docs for clear, / Enables quick discovery of policies with
actionable, and simplified insights fast, rich data responses on-demand

Policy Analysis & Optimization

Proactively discover and remediate policy
misconfigurations and anomalies

Policy Rule Creation

Create policies with natural language

AlOps Integration

Insights into firewall traffic, configuration,
capacity to enhance security posture.

Ticketing Integration with CX
Enables TAC case creation and modification K /

]
© 2025 Cisco and/or its affiliates. All rights reserved. BRKXAR-2028 62 CIsco



AlOps Insights Skill

il Security Cloud Control

L 24
—

CcDbo

Dashboard

New

1€

al

0

© 2025 Cisco and/or its affiliates. All rights reserved.

Dashboard

Top insights & alerts (10 newinsights

Q search

7 Admin
(g ® Qess | Business Corp, Inc

Available

Customize | Report

All insights

~7 Elephant flow spike observed

Data sources: FTD

Traffic has risen steadily over three weeks with some large flows
consuming excessive bandwidth, necessitating intervention to avoid
performance issues.

Last 24h Details

Top actions

Policy optimizer

Data sources: FTD = Secure Access

4941

Unhealthy rules Out of 12202 &

Policy optimization

143 High [x ] 98 Medium A

69 Low @

View All

~7' Risky users accessing privileged apps
Data sources: FTD = Secure Access
Implement ZTNA to limit access to only required user groups, and

protect your applications from risky users.

Last 24h Details

Top information

Workload protection status

Data sources: Hypershield

400 20k 320k

Total Assets Vulnerable © Protected @
Observation
1 Vulaerability A 15 Recommendations %

Top risky destinations

Applications  URL categories

Data sources: FTD

App name Category

»7 1% Decrypted traffic towards internet
Data sources: FTD
Failure to decrypt a significant portior

severe security risk, potentially
activities, leaving your networ

Last 24h

Last 90 days v

60k

Improvements recommended @

12 Recent protections °

Last 90 days v

Traffic

BRKXAR-2028
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Al Assistant for
Cisco Secure Access 2\

CISCO Live !



Cisco Secure Access Al Assistant Skills

Documentation Summarization

Search Cisco's product docs for clear, actionable,
and simplified insights

Policy Rule Creation

Create policies with natural language

Troubleshooting User Access

Automates triaging for access issues

© 2025 Cisco and/or its affiliates. All rights reserved.

[ Available J

Policy Insights

Enables quick discovery of policies with fast, rich
data responses on-demand

Policy Analysis & Optimization

Proactively discover and remediate policy
misconfigurations and anomalies

Digital Experience Monitoring

Quick issue research, trend analysis, insights

]
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ser Application

asco Secure Access

Overview

The Overview da{

Connectiv

Network tur

1 Warning

Data Trang

TOTAL USAG

2.66 GB

11.59GB |

536.621

1.51GB "~ by

2.13 GB!

10.08 GB ™4

Security

Security Activity

Access Troubleshooting Skill

Cisco Al Assistant
« The analysis indicates that there is a live tunnel established, but one of the tunnels is in warning status, which may be causing the issue with Alex's
inability to access the Intranet

Note that these are possible reasons only, and further investigation may be required to determine the exact cause

ZTA Access failure analysis @ 1lssue 6/6 checks
O] Device Enroliment @ Not Enrolled

The analysis indicates that Alex's device has not been enrolled for Zero Trust Access (ZTA) in the specific network or system. This prevents
Alex from accessing the Intranet

App Access

This check confirms that multiple users within the organization were able to access the private resource Intranet 1000 times without any
block events recorded

User Access
Policy
DNS

Resource Connector

Top Security Categories File Retrospective

BRKXAR-2028
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Al Assistant for
Cisco Duo




Cisco Duo Al Assistant Skills

Documentation Summarization
Search Cisco's product docs for clear,
actionable, and simplified insights

© 2025 Cisco and/or its affiliates. All rights reserved.

[ Public ]
Preview

Troubleshooting User Access

Troubleshoots auth issues by looking at auth
sequences, policy breakdown, group status, etc.

]
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ser Access T

alialis W
asco @AW

Collapse
Home

Users
Devices
Policies
Applications
Reports
Monitoring
Accounts

Settings

© 2025 Cisco and/or its affiliates. All rights reserved.

roubleshooting Sk

New thread

Today

why can't humayu login?

Show me the past few reaso...

Yesterday

why can't alex login?

Configure a policy to block e...

12:22:25 AM

Q Search

You

why can't humayu login?

O Al Assistant

Account
Duo First

Public
Preview

@ Al Assistant O Richard Jang

@ Help

browser

> Duo Push
Bonney Lake, WA, United
States

Unknown o

Roaming authenticator (2fa)

Looking up recent authentications for user humayu... response from user** after a Push request was sent to

a(n) [Oneplus |

humayu has logged 2 events over the last 7 days using 1 device. |

TimeStamp Result
(PST)

Feb 3, 2025 © Denied |

Feb 3, 20251 © Denied |

Sources

Application MFA Method

[Auth API]
(/application |

Duo Push |

[Auth API]
(/applicatio |

Duo Push |

1. [Why has the user stopped receiving push notificat |

kuljkuma+

MFA Device

[Oneplus
LE2111](/phon
I

[Oneplus
LE2111](/phon
|

portal Risk not assessed

Ne!

BRKXAR-2028

rolled user

MFA Location

Unknown ||

Platform authenticator (2fa)

Duo Push
Location Unknown

Duo Push
Location Unknown

Platform authenticator (2fa)

Unknown |

Duo Push
Bonney Lake, WA, United
States

known

Unknown Factor
Location Unknown

oo Platform authenticator (2fa)
eported by the

oW

> Mac 0§ X 10.15.7
orted by the

Roaming authenticator (2fa)

69
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Cisco Networking’s Suite of Al Assistants

Meraki ThousandEyes

Monitors network and application

Cloud-managed networking with On-prem network management for
performance across the internet.

security, visibility, and device control. automation, policy, security &
assurance

23 e e

SD-WAN Intersight

i

Optimizes WAN traffic and Unified management and automation
security across remote sites. data center, edge, & cloud

© 2025 Cisco and/or its affiliates. All rights reserved. BRKXAR-2028
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Cisco Networking Al Assistant Skills

Documentation Summarization \ Network Visibility
Summarize key documentation and best / Monitor real-time and historical network health
practices for quick guidance. and performance.

Troubleshooting
Diagnose issues and recommend solutions
based on network data.

Configuration & Migration
Assist with feature setup and migration readiness

Impact Analysis & Optimization Support & Case Management
Assess impacts of changes and optimize for Streamline TAC support and automate
efficiency. K / case management tasks.

]
© 2025 Cisco and/or its affiliates. All rights reserved. BRKXAR-2028 72 CIsco



Al Assistant for
Meraki




Public

Cisco Meraki Al Assistant Demo A

'2',','&',’ Meraki Q Search Dashboard

Network Overview | © Lastday v
Meraki San Francisco ‘
SFO12

Your network health score is

Secure Connect Som 0 their applicatio

ns and have

Network-wide
Assurance New
Security & SD-WAN

Switching / 8 7/100

3 +3pts last da ¥ ; :
Wireless e y —o— Network health score —#— Previous day -®- Previous day average

Systems Manager

Cameras Clients 2029total 4 Fair 3 86/100 -1pts last day

v Give feedback

A Wireless 6 issues 86/100 -8 pts

540 Clients impacted

Sensors

Insight

Organization © Remote oiss —/100 — pts

© Wired 2issues 100/100 +0 pts

24 Clients impacted

Q Find in Menu

f] Applications 11total @ Good 99/100 Opts last day

© Salesforce - meraki & 98/100 +0 pts

© meraki.enterprise.slack.com 98/100 +0pts
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Al Assistant for
ThousandEyes




ThousandEyes Al Assistant Demo rivate

Preview

23 app.stg.thousandeyes.com/dashboard?dashboardid=4-11

cisco

ThousandEyes® | Dashboards ® e Be Qe | tQMw?deyes_devv

Dashboard: ThousandEyes Built-in v ter Al Assistant

Agent Status
L]

How can | help today?

2 a suggestion or use the text field to ask a

n't always get it right

e improve
prov

What are adaptive alerts?

Show me the product documentation for Dashboards

Tests
Get information about the Network Outage events in last 5 days

Test Name Test Type Alert Status }

© 2025 Cisco and/or its affiliates. All rights reserved. BRKXAR-2028




Al Assistants
for Splunk




plunk Al Assistants

AI Assis AI Assis Foundatio
for Seci for Observ for I

Al Assistant 8§ e “g g o ) Splun Al tr
e Geographically Impr ‘;’ oot | W Al Assistant
: > cvice,nfered sevios, Databeses, Queues 196 Chat 1
= o Source Host workstation-478.internaly a "
& (g 4 o Splunk Al recommendations
Destination Host erver-932.internal.domain 1 —y
B Why is frontend having issues? $ Time policies are active - bz
R Source IP Address 192.168.10.47 =3
4 Adaptive thresholding with a 30 day analysis window using the s
Destination IP Address:  192.168.10.123 8 4 Outlier exclusion is active using Interquartile Range (IQR) - this
Protocol SMmB u\ Here are some possib!e reasons: 4 Weekly seasonality, offset=8h recommended with high confidenc
&
o Event Information (5] .
~ L)
Files accessed and \\server-932\share\payro ® ® it seems like frontend is having isg
transferred \\server-932\share\confj = KPI severity compa
downstream dependency "pay e
GcditonaiContext experiencing problems.
g ATTacK
1. The source workstation (" workstation-4 7
gnections to this server. .
: : hecking the health
doe " is a regular employg
i & ec2in [E Logsfor hostip-172:32-10-115s. % Tracafor. <
\. . \

Better detection | Faster investigation | Accelerated actions

]
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New:

AI Assi
for €

Now Generally Available in
Splunk Cloud

Get your job done faster
using natural language

> Chat with your data to drill
down to deeper insights

> Accelerate your learning
journey as the expert

© 2025 Cisco and/or its affiliates. All rights reserved.

Searc!

h

Splunk Al Assistant (Cloud Version)

BRKXAR-2028

5

How can | help you today?
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Core Capabilities

find all lookup tables
source="WinEventLog:security" EventCode=4624 Logon_Type IN
(2,7,10,11) NOT user IN ("DWM-**, "UMFD-***) | timechart span=1h

count by host

How many Al algorithms does MLTK support?

To find all lookup tables in the Splunk environment, we can use the
following SPL query:

| rest / servicesNS/-/-/data/lookup-table-files
1. Data source and content:

« The data source is the Windows Event Log (WinEventLog) with the
category "security". This log contains information about security-
related events on Windows systems.

- The fields in this log include EventCode, Logon_Type, and user.

2. Data Filters:

+ The user is interested in events with an EventCode of 4624. This

event code represents a successful logon.

Splunk Machine Learning Toolkit (MLT) supports over 40 algorithms,

in north america . ; % 2 y g
including Birch, Lasso, DensityFunction, and RandomForestClassifier. It

also allows integration with over 300 open source Python algorithms

To filter events based on the continent being North America, we can from scikit-learn, pandas, statsmodel, numpy, and scipy libraries

through the Python for Scientific Computing (PSC) add-on.

use the following SPL query:

[ continent="North America”

Write SPL Explain SPL Tell me about...

Natural Language -> SPL SPL -> Natural Language General Splunk Q&A
(now with Personalization)

]
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Al Assistant Demo Sl

splunk>doud Apps ¥ 23 Messages ¥ Settings v Activity ¥ 2 Splunk Administrator v © Support & Services ¥

Search Splunk Al Assistant (Cloud Version)

Write SPL xplain SPL

n WinHostMon?

Today

Chat #5

index=windows Type=Disk
| latest( eSpaceKB) as FreeSpaceKB by host,

FreeSpaceGB=round(FreeSpaceKB/(1024*1024),2)

le host, FreeSpaceGB, Name

© 2025 Cisco and/or its affiliates. All rights reserved. BRKXAR-2028




Unifying Al Assistants
Enabling a Network of
Al Agents




Product operators must work across domains to enable
great end-user experiences

B

Cross-Product

Cross-Product Troubleshooting

Troubleshooting is Complex is High Overhead
Products often lack ability to triage Requires effort across siloed teams,
across domains effectively. which is time consuming

DU LU A
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Unifying Cisco Al Assistants enables a network of Al Agents
across domains and enables cross-product skills

Al Assistant

/‘ L

\

~

Security and Observability )

J ( Data Center ) (

é Campus and Branch
o

Al Canvas

© 2025 Cisco and/or its affiliates. All rights reserved.

B Catalyst Center

Topology, client details, location, etc.

|:|| Cisco Meraki

Topology, client details,
location, etc.

?—/}i SD-WAN

WAN Details

" webex

Voice and video experience

ThousandEyes&

WAN, Internet, App Insights

Identity Intelligence

User trust level, identity checks
& reasons

[] Nexus Dashboard

Data center network management.

Hyperfabric

Data center network management.

;@g Intersight

splunk>

Firewall

Unified management, automation,

security.

Cisco and third-party insights

D) IS

Authentication Insights

f@@ Secure Access

Private & SAAS Resource
Access

Security & connection events

%)-g Duo

Authentication & compliance

@& XxDR

=

Related Threat Incidents

BRKXAR-2028
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Unifying Al Assistants Enables Cross-Product Al Skills

Across One Product Across Multiple Products
A skill built for one Al Assistant but can be Orchestrates Skills from multiple Al Assistants—
leveraged by other Al Assistants. each acting as an agent—to deliver enriched,

cross-product intelligence.

. (@ 8 .

Any Al Assistant Any Other N
Al Assistant

A 4

Any Al Assistant Other Al Assistants

© 2025 Cisco and/or its affiliates. All rights reserved. BRKXAR-2028 85
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Foundational components involved in unifying Al Assistants

Central Al Platform

Unified Orchestrator

Platform with services that powers many Al Assistants today
and will power all in the future as well as Al Canvas.

A\
Al Assistants
& Al Canvas

Central Al Platform

Cisco Al Skills Registry

Platform service for routing prompts & responses between
Assistants referencing the skills registry to enable cross-product

skills.
Prompt [ - ) Prompt
Q | Unified >

\,\ L Orchestrator ) \

Cisco Unified Identity

Module within Unified Orchestrator with comprehensive
context to metadata of all Al skills.

Cisco Al Skills
Registry

Skill 1 Unified ]
kil 2 Orchestrator

© 2025 Cisco and/or its affiliates. All rights reserved.

Service that enables cross-product, auth, access and identity
at user, service, and tenant levels.

Same user identity &

Yo T¢I

BRKXAR-2028 86
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Unification through an agentic platform-based approach

/ B N Central Al Platform
4 N I
All Prompts Unified Orchestrator
(Cisco Unified Identity for - ~
cross-product identity) Planning Agent
> Crafts plan to select best <
L Al skill(s) to answer prompt P l ________________ .
1 1
e Y : Cisco Al Skills Registry I
. . 1 1
Review & Refine i :
Using human-in-the-loop (HITL) : Network domain  Security domain !
7 : Collab domain Splunk domain :
Agentic Tools
Invokes Al Skill(s) from plan by routing
prompts to identified Al Assistants
Responses ~ = /
\ ~
\4

56

Relevant Al Assistants

]
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An opportunity to addresses cross-product challenges

é 4
Scalable & Universal Data Lowered MTTR with more
Availability Across Products capable Al Assistants
Cross-product skills exponentially expands the Expanded capabilities of Al Assistants provide users
capabilities of all Al Assistants with relevant data to enable faster task completion.

]
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Cross-Product Skills Examples

Enhanced User Access Troubleshooting
Combining Duo auth logs with Secure Access activity logs

Activity logs

Connection and Security Log Troubleshooting
Grab Firewall logs from Splunk then enhancing with Firewall SME knowledge

Firewall logs

Client and Network Device Troubleshooting

Troubleshooting for issues across LAN, WAN, and external networks

y
y
&

b

x

© 2025 Cisco and/or its affiliates. All rights reserved.

Auth data

App test data

Router alarms

Troubleshooting Entire Digital Experience
Having a full end-to-end view for all aspects of client to app triaging.

Activity logs 0
= B =

Client details

Device health

el Cremconnn)

BRKXAR-2028 89
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Security Cloud Control for Unified Security Management

Cisco Security Cloud Control

Common experience | Central provisioning and RBAC | Cisco Al Assistant

| | i '
S Secure : : : : : :
ecure . : . ! || !
: Firewall Multicloud : | Secure |1 Secure | | i
Firewall Threat Defense Hypershield ' Access ! ! Workload ! !AI Detense |
JARSYA ' || I
Defense | N |
| ] | |

DU LU A
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Cross-product skills for Firewall, Splun
ThousandEyes, CX Demo

k, Meraki,

Demo

@ ® W Clients - Meraki Dashboard X

(¢]

w
88 = Final PPT and PDF.

* Security Cloud Control

Security Cloud Control x +

2% clus25-demo.aiteam.cisco.com

7 0 0 =R |8

3 All Bookmarks

Q Sk O ® 0O | R amn v
. Top insights ¢ Al Assistant |8 x Allinsights
O
*
Elephan o it
stark D
Enterprise - ata source
United States
Traffic has rise oses a severe security risk,
~ excessive banc ) your network vulnerable to
Home. X
!
Details
Al Defense
Top actions
L
=)
X i i Last 90 days v
Hypershild POIICy Optlr a day I
2 Data sources:
Multicloud
Defense
18263 -
- n nded @
Favorites
[ .
C 2 ,
Security 305! How can | help today? rtections ¥
Devices Total rule Choose a suggestion or use the text field to ask a question. | have limitations
oy and won't always get it right, but your feedback will help me improve.
a!
Shared
Objects ~
-
Platform Have any compromised hosts been found on my network today?
Management

Were any infected devices detected in the network today?

L)

Did we catch any threats targeting hosts on the network today? Are there any endpoints showing signs of infection today?

Last 90 days v

View User Guide to learn more.

App name Category Irarric
Incidents are coming... AceProject email 45GB
AD DSROL CMR 42GB

© 2025 Cisco and/or its affiliates. All rights reserved.
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ecurity Cloud Control Al Assistant demo Available

Security Cloud Control

a®w /0 ©

Cc 25 security.cisco.com/dashboard?enterpriseld=39¢27011-e8bd-4d4e-8c19-3c93146e4e5f
= Final PPT and PDF [ All Bookmarks

ek Security Cloud Control Q Richard Jang -

Al Assistant

« INVENTOry OT Al ASSETS: AUTOMatCcally IaenuTy ail Al asSets across pupiic ana private clouas.
Organization « Inventory of Third-Party Al Applications: Identify third-party Al applications used by employees.
aiteam-ga-us - North > « Al Validation: Test Al models and applications for vulnerabilities.

America « Reporting: Generate Al model and application vulnerability reports.

« Model-Specific Guardrails: Generate guardrails tailored to specific vulnerabilities.

Home « Risk Exposure Analysis: Assess risk exposure and usage patterns for Al applications.

« Runtime Guardrails: Inspect inputs and outputs for adversarial attacks in real time.

« Al Gateway: Use a proxy-based service to filter and secure Al interactions.[6]

By integrating and leveraging these Cisco Security Products, you can create a comprehensive and robust security posture for your network,
Firewall ensuring protection against a wide range of threats and vulnerabilities.
Sources:

1. Cisco Secure Firewall Management Center 1700, 2700, and 4700 Getting Started Guide

2.Integrate ISE (Identity Services Engine) with Secure Access

3. Control Center

4. Duo Identity Security

5. High Level Solution

6. Al Defense MCD Integration

Favorites

Security Devices

Shared Objects

Platform Management

You Select

Create a rule to block

O Al Assistant 03:36 pm

© 2]

Rule Name Policy Name

Please select the policy

Policy Name *

© 2025 Cisco Systems, Ine. Privacy Policy General Terms
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Endless possibility with Unifying Al Assistants

Creating a network of Al Agents to10x the experience for our customers

= Al Assistant & [ SRS

Control Hub Meraki

XDR o Thousand Eyes

Splunk SOC

Security Network Observability Collaboration

]
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Taking Al Assistants Above
and Beyond




ALPHA | OCTOBER

roduc

‘bl Al Canvas | Application performance degradation - o0 [ & Generate report ] [ View activity ] m
ServiceNow SRTKO023941  ServiceNow $J-MX105-01 WAN interface performance Merski
System Administrator on 03/28/2025 3t 09:45 AM PST Lossrate
= AlAssistant 2 v Description
Received a ThousandEyes alert and reached out to Maria Chen to confirm. She said users at San Jose branch 16 4% 0 23%
) 3-5 second deteys financel £ Startea P .
(@ Al Assistant minutes 5g0. Affects o 24 users at the branch. No recent changes reported.

WAN intertace latency 871 (baseine <50ms)
This graph shows a clear link between congestion Servicetion Tickat SKTKD022041 ¢ s skl
and application failures. When the interface gets

congested, financial app failures spike almost

instantly. Right now, critical transactions are SJ-MX105-01 performance (last 24 hrs)  Meciki
competing with non-essential traffic during busy
periods. The concurrent scheduling of mandatory % Network segment performance analysis  Theussndtyes

security-related software updates could be a
significant contributor to these congestion

Troubleshooting and ‘- o - : :

execution across multiple e —— e
domains = B
Collaboration across ::i// e ——

- )

o #Bectng 0ur San Jose branch Tha performance degradanion & Sevesely MEacting our abibty 10 serve
Cutomees. W have av.of.month financia processg chechsid or tomarrow: and we need
) B Packetioss [l Transaction failure rate reassurance that the e will be resoived by then

there’ mpierent cime. that would e

SecOps and execs o0oc S

8ot regard. Maria Chen
Serscr Drecicr Tinancas Opeesborn

53
)
|
+

Built on the foundation of
the Deep Network Model -
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Al Canvas

» Single canvas for cross
domain troubleshooting

* Generative Ul with
reasoning built-in

« Keeps NetOps, SecOps, IT
and execs on same page

© 2025 Cisco and/or its affiliates. All rights reserved.

Al Assistant

uslh Al Canvas | Network health summary

= |Al Assistant 5 v

Now checking Splunk alerts...

K a3 C
L J
(¥ Al Assistant 11:05 am

Error logs confirm MX device issues. Packet
capture needed to verify, but you don’t have
permissions.

Error Logs Frequency Splunk v

Count

50 I
[}

10:00 14:00 18:00 22:00 02:00 06:00 10:00
Time (Hours)

Normal (0-50)  [l] Warning (51-150)

Critical (>150)

O Q5 C

the Al As tant a

Assistant can make mistakes. Verify responses,

BRKXAR-2028

Shared Workspace

MX84 Performance Metrics (Last 24 hrs)

Meraki

5%

2.8% Packet loss.

4%
2 3%
g
S

2%

1%

10:00 14:00 18:00 22:00 02:00 06:00 10:00
Time (Hours)
Packet loss P Critical point

Network Path Visualization: San Jose to Financial Cloud
Thousand Eyes

15ms 18ms
.,
@ - [+ (2]
San Jose Mxs4 ISP Internet Cloud
Branch 2.8% Loss Router Edge
Normal connection Problem connection D Packet loss point

6ms.

(i

Financial
App

Error Logs Frequency Splunk

Count

200
150

100

Normal (0-50)

14:00 18:00 22

Time (Hou

B Warning (51-150)

Users

Invite collaborators

Everyone you invite will have edit access.

{ Will@acme.com

+ Rio CuzcoFlores  + Melissa Gibson

+ Francesco Raieli  + Elisabeth Langley-Jones

Who has access
Only you

< Regenerate Al summary

Ticket #INC-2025032801: San Jose financial
app slowness. MX84 showing 2.8% packet loss
during transaction peaks. Possible correlation
with new SFP in port 1 (installed 3/25). Admin
permissions needed for further troubleshooting.

Concel m
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A tier 1 network engineer
receives a ticket about
financial application slowness.

\‘\



Launch Al

Al alert-driven
- Engineer-initiated

© 2025 Cisco and/or its affiliates. All rights reserved.

anvas to diagnose

ServicCenow Al Faorite  History  Workspaces ( © skTKoD23941 ++ ) ¥V Search ® @ wu ¢ O o
Lists | SRTKO023940 =  SRTKOO23941 x  SRTK0023942 » | +
‘ Details ‘
Application performance degradation at San Jose branch office Assign || Resolve || OpeninAlCanvas | m L)
Priority Category Impact
P1 Mew  Inquiry/Help = ® High
Ticket ~
= Ticket Reported by *
SRTK0023941 System Administrator |
Incident type % Timestamp *
03/28/2025 09:45 AM PST e |

‘ Network performance

Priority # Rule *

‘. P1 ServiceNow Stgl - |
Affected service X ID *

‘ Enterprise Financial Platform (EFP) 234945

URL * Reported by *

‘ https:/#finance.example.com/transactions

System Administrator

Automated diagnostics

Description

Received a ThousandEyes alert and reached out to Maria Chen to confirm. She said users at San Jose branch experiencing
frequent transaction failures and timeouts in EFP. Started approximately 30 minutes ago. Affects all 24 users at the branch.

No recent changes reported.

» Cisco Meraki Alert: "Packet Loss Detected - SJ-MX105-01" - WARNING
* ThousandEyes Alert: "HTTP Transaction Test - San Jose to EFP" - CRITICAL
* Test Results: Test ID 895623 (URL: https:#/finance.example.com/transactions): 16.4% packet loss detected

BRKXAR-2028
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Loop in the right teams in one unified workspace

* Bring in NetOps, SecOps,
IT, & Execs

 Escalate with full context
attached

* View analysis,
monitoring, and auth logs

* |ssue resolved, no ticket
ping-pong

© 2025 Cisco and/or its affiliates. All rights reserved.

b Al Canvas | Application performance degradation

= AlAssistant 5 v

Hi Jackie, | analyzed the network performance
issue at San Jose branch.

First, | checked the Meraki data to understand the
local network issue and then | checked the
ThousandEyes data from the synthetic monitoring
alert to verify the impact on the financial
application.

Packet loss detected at MX device, which seems
to be affecting financial applications.

GO D 5 C

© You

Explain this chart

9 Al Assistant

This segment visualization clearly shows our main
problem is inside our own network. We're seeing
16.4% total packet loss. This confirms we can
resolve most of the problem with internal network
changes.

G Q3 C

ant can make mistakes. Verify respon

ServiceNow SRTK0023941  ServicoNow

Reported by
System Administrator on 03/28/2025 at 09:45 AM PST

Description

d a ThousandEyes alert and reached out to Maria Chen 1o confirm. She said users at San Jose branch
experiencing 3-5 second delays when processing financial transactions in EFP. Started approximately 30
minutes ago. Affects all 24 users at the branch. No recent changes reported.

Ticket SRTK0023941 I

$J-MX105-01performance (last 24 hrs) Meraki

Packet loss

04:00 08:00 1200 16:00 200
Timo (Hours)

— Packet loss Critical point

URGENT: Status Update Nesded on Fnwncial Agplication Performance isuss

Hello Team

I'm folkowing up regarding the ongoing performance issues with the Enterprise Financial Platform (EFP)
e San Jose branch. Thes per
We have end-ol-month finan

degradation i severely impacting our ability 1o serve
g scheduied for tomortow, and we need

pat this issue wil be resonve

Could you please provide an immediate status update on troubleshooting efforts and expected
resolution timeframe? If there's 8 workaround we can implement in the meantime, that would be
extremely helpful

Thank you for your wrgent attention to this matter

Best regards, Maria Chen
Senvor Director, Financial Operations

N

BRKXAR-2028

e o - |

$J-MX105-01 WAN interface performance Meraki

Loss rate

16.4%

WAN intertace latency

Jittor

Network segment performance analysis Thousandéyes

8

Connection

a2

®

Internet
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Custom generate Uls with situational context

el Al Canvas ] Application performance degradation

= Al Assistant e

 Not just a chart

* Dynamically build Uls in
real-time

 Drag and drop
functionality

9 Al Assistant

Jackie shared this canvas with you. Here is the
background:

Ticket #SRTK0023941: San Jose financial app
failures. Cisco Meraki dashboard shows MX105
with significant packet loss on WANT1 interface.
ThousandEyes Test ID 895623 segment
visualization shows packet loss (16.4% total).
Financial transactions experiencing frequent
failures and timeouts, Maria Chen'’s email included
and she is asking for a status update.

O L I C

Assistant can make mistakes. Verify responses.

© 2025 Cisco and/or its affiliates. All rights reserved.

ServiceNow SRTK0023941  ServiceNow

Reported by
System Administrator on 03/28/2025 at 09:45 AM PST

Description
Recelved a ThousandEyes alert and reached out to Maria Chen to confirm. She said users at San Jose branch
experiencing 3-5 second delays when processing financial transactions in EFP. Started approximately 30
minutes ago. Affects all 24 users at the branch. No recent changes reported.

$J-MX105-01 performance (last 24 hrs) Meraki

Packet Loss

24:00 04:00 08:00
Time (Hours)

— Packet loss

) Critical point

Maria Chen <mch
Tor 1T Support

Ce Wil lenking <wperkins@company.

URGENT Status Ugdste Needed o Fnancial Apalication Pedormance lssuss

Helio Team

¥ following up regarding the ongoing performance issues with the Enterprise Financial Platform (EFP)
branch This performance degradation i severely impacting our ability to sarve

affecting our San Jos
customers We have end.of month financial processing scheduled for tamartow, and we need
reassurance that this isue wil be resolved by then

Could you plesse provide an immediate status update on troubleshooting efforts and expected
resolution timeframe? If there's 3 workaround we can implement in the meantime, that would be
‘extremely helpfus

Thank you for your urgent attention o this matter.

Best regards, Maria Chen
Senvor Director, Financial Operations

BRKXAR-2028

12:00 16:00 20:00

00 [ & Generate report ] [ View activity ] m

SJ-MX105-01 WAN interface performance Meraki

Loss rate

16.4% o2

WAN interface latency  B7ms (basefine <S0ms)

Jitter 15ms (baseline <5ms)

Network segment performance analysis

Connection b Packet loss point

ThousandEyes

® a

ntemet

>

H
|

AT
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Investigate—and resolve—across the Cisco ecosystem

 Cross-domain telemetry

 Topology and timeline
awareness

 Al-powered insights

 Automated runbooks

© 2025 Cisco and/or its affiliates. All rights reserved.

‘il Al Canvas | Application performance degradation

= Al Assistant v

9 Al Assistant

This graph shows a clear link between congestion
and application failures. When the interface gets
congested, financial app failures spike almost
instantly. Right now, critical transactions are
competing with non-essential traffic during busy
periods. The concurrent scheduling of mandatory
security-related software updates could be a
significant contributor to these congestion
events.

$J-MX105-01 network congestion s
tatistics vs. EFP licati
performance

Splunk

20%
15%
10%

8:00 08:30

Packet Loss

B Packet loss Transaction failure rate

O Qg C

Assistant can make mistakes. Verify responses

ServiceNow SRTK0023941  ServiceNow

Reported by
System Administrator on 03/28/2025 at 09:45 AM PST

Description
Received a ThousandEyes a
experiencing 3-5 second

ys when processing financial tr
minutes ago. Affects all 24 users at the branch. No recent changes reported

ServiceNow Ticket SRTK0023941 [

$J-MX105-01 performance (last 24 hrs) Meraki

2 ox
2
& s
20:00 24:00 04:00 08:00
Tieme (Hours)
— Packetfoss
™

5 itk Toeres <ftomes comaany com>

URGENT Status Upckate Needed on Finmncial Apgkcation Pedomnce issues

Helio Team,

rance issues with the Enterprise Financial P
ur aby 10 se
We have end-of month financial processing scheduled for tomorrow, and we need

sue will be resolved by then.

m folowing up reqarding the ongoing p

ch This performance degradation s severely impact

ance that this

1 immediate status update on toubleshooting efforts and
here's a we mplement in the meantime. that woukd be

Could you please provid
resolution timeframe?
ely helplul

extres

Thank you for your urgent attention o this matter

hen

Best regards, M:
Senior Director. Fnancial Operations

BRKXAR-2028

lert and reached out to Maria Chen to confirm. She said users at San Jose branch
nsactions in EFP. Started approximately 30

00 [ & Generate report

$J-MX105-01 WAN interface performance Meraki

Loss rate

16.4% o2

WAN interface latency  87ms (baseline <50ms}

Jittor 15ms (basesne <5ms)
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Complete your session evaluations

Complete a minimum of
4 session surveys and
the Overall Event
Survey to be entered in
a drawing to win 1 of 5
full conference passes
to Cisco Live 2026.

2o
00

Earn 100 points per
survey completed
and compete on the
Cisco Live Challenge
leaderboard.

N
Level up and earn Complete your surveys
exclusive prizes! in the Cisco Live
mobile app.
Y,
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Continue your education

© 2025 Cisco and/or its affiliates. All rights reserved.

Contact me at: rijang@cisco.com
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Showcase for related Meet the Engineer education with DevNet, Library for more
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http://www.ciscolive.com/on-demand

Thank you CISCO Live !
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